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[bookmark: _Hlk513714389]This paper suggest an evaluation for key issue 1.

2	Conclusions
Proposal: Agree the proposed changes. 

Proposed changes to TR 23.757

[bookmark: _Toc50193145][bookmark: _Toc50467290][bookmark: _Toc50711119]7.X	Key Issue #1: MBS session management
Multicast solutions
Trigger for establishment of multicast sessions in the PLMN
Many solutions (e.g. Solution 2, 3, 4, 6) suggest that a multicast session is created in the PLMN when the AF requests a reservation of resources for a multicast session. Some solutions also allow the creation of a multicast session based on configuration. Some solutions (e.g. solution 3) in addition allows for a dynamic creation of multicast sessions in the PLMN without any AF interaction and configuration when it is observed that a UEs joins a multicast session in an external network (e.g. via IGMP join using a source specific multicast address of the external network). All options seem to offer advantages.

Join Operation:
All solutions for muticast contain an operation where the UE indicates to the network the desire to receice contents of a multicast session. 
Most solutions suggest that control plane signalling can be used for that purpose. In addition many solutions (e.g. 2, 3 and 4) allow for a user plane based join operation. Solution 16 suggest using the control plane PDU session establishment signalling.
Using control ploane signalling offers the advantage that it works independent of an established PDU session and is easily accessible in the AMF.
Using user plane signalling (IP IGMP join) offers the advantage that it is well alligned with IP technologies. It avoids double signalling if a UE wants to join an external multicast session and is also well suited as dynamic trigger for a creation of multicast sessions.

Multicast Session ID and selection
Many solutions suggest reusing the TMGI allocated by the PLMN as multicast session identifier. Other soltions (e.g. solution 3) suggest using a source specific IP multicast address as identifier.
The source specific IP multicast address is globally unique and a source specific IP multicast address used as identifier for an external multicast session and selected by an external network can also be used as identifier within the PLMN. For IP IGMP join, onmly a source specific IP multicast address is possible.
As TMGI is used as identifier in existing MBMS applications e.g. for public safety and may simplify migration of such applications to 5G as well as dynamic fallback from 5MBS to 4G MBMS due to coverage restrictions.
Solution 3 allows for an usage of TMGIs in addition to multicast addresses by mapping TMGIs to multicast addresses.

Handling of multicast session context including about UE paricipation in multicast session:
Solution 2 proposes the AMF for that purpose.
Other solutions (e.g. 3, 4) suggest that the SMF used also for unrelated unicast PDU sessions: is used fort hat purpose.
Using the AMF may have the advantage of allowing a participation in a multicast session for a UE with no PDU session and to limit the number of impacted network entity types for a basic multicast support. It may also allow a UE to join a bit quicker and with less load on the network. However, fallback to individual delivery and UP Join via IGMP still requires a PDU session and also impacts the SMF. Further, if multicast support in a network is not homogenous, the information about UEs participating in a multicast session may be lost when a UE is handed over to an AMF not supporting MBS. Also, checking the UE authorization to paticipate in a multicast session based on policies may be more complicated compared to SMF controlling UE paricicipation in a multicast session.

Root of multicast distribution tree for shared delivery and ingress point for multicast data
Many solutions assume that there is a multicast distribution tree for shared delivery having a single root. Many solution allocate the root in the MB-UPF controlled by a MB-SMF (E.g, solution 2, solution 3, solution 6; solution 4 uses an MB-SMF.) The MB-SMF may be a SMF also handling PDU sessions or a separate entity. Solution 6 suggest using the MBSF.
Many solutions assume that there is a sigle ingress point towards an external network for multicast data that can be collocated with the root of the multicast distribution tree. However, to allow for an optional media processing in a dedicated entity it is also proposed by many solutions that use the MB-UPF as root of the multicast distribution tree that the ingress point can optionally be allocated in a MBSF-U

Selection of root of multicast distribution tree selection
Most solutions suggest that the root of the multicast distribution tree for shared delivery and ingress point are assigned when the multicast session is established (see above)
There is a need to subsequentley discover the root of the multicast distribution tree (e.g. by an AMF when a UE joins). Solution 2 suggest that TMGI ranges are assigned by configuration to specific roots of multicast distribution trees for that purpose. Other solutions suggest storing the multicast distribution tree root for a multicast session in a database (UDR e.g for solutions 3 and 4, and NRF e.g. for solution 16)

MBMS session start:
Many solutions suggest that an AF can request the start of an MBMS session that would result in resource reservation and a possible paging of UEs within a MBMS session. (e.g. solution 2, solution 32).
But it is also suggested that the MBMS session start can be combined with the MBMS session seatblishment (e.g. solution 3) or that the MBMs session start can be triggered by the reception of multicast data (e.g. solutions 13 and 32)


Serive announcements:
Most solutions assume an application level service announcement from AF to UE. However, Solution 14 suggest extending via URSP fort hat purpose

Broadcast solutions:

Editor´s note Analysis to be completed. So far Solution 5 and solution 9 are proposed.


Solution addressing specific apects only:
Solution 8: AF derives multicast session prameters based on analytics and provides them via NEF/UDR to PCF. PCF uses them to derive policies.

Solution 13: MBS service deactivation and activation is triggered via detection of UP activity by UPF. Deactivation can also be requested by RAN..

Solution 15: Mobility leg addition

Solution 32: MBS service deactivationn and activation is triggered either via AF request of via detection of UP activity by UPF.

Solution 33: Addresses interactions between MBSF and MBSU and suggests extending PFCP for that purpose
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